Critical comment- made by a Senior Automation Engineer of an International Oil Company and a Fellow of the Institute of Measurement and Control UK.

Over the past three decades innovative technologies have provided us with wondrous machines that can achieve our every whim at the turn of a switch; the push of a button; or, increasingly the tap of a key or the twitch of a mouse.
The same technology that drives our children's GameBoy or our home PC is also employed to control our domestic labour saving devices; our telecommunication systems; our financial institutions; our power stations, both nuclear and conventional; our industrial, manufacturing and petrochemical processes; and our transportation systems on sea, in the air and on the land; in fact there seems to be no end to the fields in which the wonderful microprocessor cannot help our civilisation to advance.
The speed with which our technologists have turned 1960s science fiction into present day physical reality could not have been envisaged even a generation ago.. Young and energetic graduates, brains bursting with creative talent, accelerate development of the technologies faster than the eye can follow. 
This attitude, is, however, strangely at odds with conventional industrial wisdom that cries out "hurry slowly". Previously conservative industries, seeing the advantages of inexpensive faster production techniques that can be realised by microprocessor based control systems have embraced the new technologies. 
A cloud on the horizon, is that, the same fault that can hang up your home PC in the middle of a game of solitaire for no apparent reason could cripple a process in seconds if adequate precautionary or safety measures are not in place.
Particularly with regard to systems protecting human life and capital industrial investment, the emphasis has been on ensuring these new technologies are at least as safe as their earlier mechanical counterparts. This has normally been achieved by redundancy techniques. Microprocessor based safety systems are routinely duplicated or triplicated to ensure the system still has control when a rogue electron in the microprocessor decides not to follow the rules laid down in quantum physics or, more likely, the physical reality of the controlled plant fails to match the functional definition given to the computer programmer in charge of implementing the control strategies by the control engineer.

It has become apparent over the last decade or so that the more secure we try to make our surroundings the more complicated life becomes for those charged with protecting our interests, as every duplication or triplication brings with it the antithesis of any reliable safety device - complexity. Voting circuitry for redundancy techniques utilise  devices such as solid-state circuitry, resistors, capacitors, diodes and relays to interface motive power capable of driving real world devices. These interfacing and voting circuits are as likely to be a cause of fault as the systems themselves. In order to increase the chance of discovering latent faults, especially in dormant safety systems, extra circuitry and system inputs and outputs are included to allow on line manipulation of field circuits without influencing the controlled processes, further increasing the complexity of the system as a whole.
In a medium size industrial control system one finds thousands of devices requiring monitoring and control. In a triplicate system this requires fault finding on many times the number of circuits actually necessary to perform the required safety function.
As this complexity increases so the cabling demands for plants increases and consequently so does the space required for system interface and field termination cabinets. As the size of termination cabinets has become disproportionate with the physical size of the central control units themselves technologists have turned to addressable systems where field components communicate with the central control units over data communication links. A partial solution to the problem, but, unfortunately, as the links utilise the same microprocessor technology and are therefore inherently as likely to fail as the redundant central units the links also require redundancy or divergence techniques to be applied.
Where once a simple pneumatic pressure switch close coupled to a pneumatically actuated valve sufficed to perform a safety function one can now find three addressable pressure transmitters communicating via three fieldbus links to three central control units, driving three outputs through a voting circuit to a normally energised solenoid valve with a parallel circuit for testing each of the individual outputs and possibly even a second solenoid just in case!  
There is no doubt that the companies providing these control systems can deliver a system that is theoretically (mathematically?) reliable and consistent with the demands of the customer, the problem can arise however when, some way down the life cycle someone has to maintain these gargantuan populations of microelectronic devices.
The complexity of the man machine interfaces of such systems become unwieldy requiring complex (and expensive) alarm filtration devices (more microprocessors) to separate the wheat from the chaff of the information overload delivered to the operators.
Open any termination cabinet on any microprocessor-based system in any plant in the world and you will probably find light emitting diodes flashing, indicating the status of the system to the nth degree. Call up the diagnostic screens and you will find the same, but look further toward the field sensors and elements and what do you find? Strands of copper wire and screw terminals. Open a junction box in the field and you find the same. With few exceptions this is also what you will find at the field element, be it a sensing device or an executing element. In ninety nine cases out of a hundred the fault will be in a field device and the fault finding procedure has changed little.  No matter how well trained your technicians may be, human error is bound to cause the occasional blunder shutting down your process (at best).
The time has come to rethink our maintenance, testing and fault finding methods. What we need are simple transparent solutions. You can almost hear the technician praying as he struggles with his screwdriver in the high density termination cabinet, trunk covers akimbo and un-strapped wiring looms hanging in all directions "If only someone would invent sight glasses for copper wires". 

Imagine opening a cabinet and identifying, at a glance the circuit or terminal not carrying the required current; arriving at a valve in the field and being able to see it’s functional state of readiness and electrical integrity, (even test this) without altering its physical state. Imagine opening the control box and identifying limit switch conflict or command discrepancy in the field without having so much as to plug in a multi-meter- 
STOP imagining- INDI -LINK is here- now and will give vision to your mission.
But it needs the assistance of a forward looking company wishing to embrace and capitalise on innovative new products for their customers needs while providing fair realistic reward for the Inventor so that he may continue to produce new innovations for Man’s betterment. 
